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2.2 ENTER MANAGEMENT MENU OPERATION

To light up the 
touch screen, 
press  the”*” key 
and then the  “#” 
key

Enter Administrator  
information(Initial 
password 123456) *  0 #

2.3 MENU OPERATION INSTRUCTIONS

1.Each menu interface has a voice broadcast
2.Press  the  appropriate  data  and  press the # key to enter  the  specified  lower menu
3. Pressing  the #  key alone  rebroadcasts  the  current menu.
4.Press * to return to the previous menu

2.4 FINGERPRINT USER

1. Administrator 
2. Regular users 
3. System setup 
4. Statistics and records

1. Registered 
  Administrator 
2. Delete the 
  administrator

Pick 1

Pick2

Please enter management informa-
tion (fingerprint card password) press 
# sign to register face

Note: At least one administrator can be entered after the entry of ordinary users; the current login 

administrator can not delete their own number, administrator information recommended not to set 

all fingerprints or all passwords or all cards.

3.4 PASSWORD USER

1. Administrator 
2. Regular users 
3. System setup 
4. Statistics and 
   records

Please enter 
the number
  ————

Admin, delete 
successfully

1 2 3

4 5 6

7 8 9

Choose 
   1

1. Administrator 
2. Regular users 
3. System setup 
4. Statistics and 
   records

1. Sign up for 
    regular users 
2. Delete regular 
    users

Pick 1

Pick 2

Please  enter  General  Information 
(fingerprint  card  password)  Press
 # sign  to  register  a  face

Please enter 
the number
  ————

Normal user, 
delete successfully

Choose 
   1

2.1 User  Description

 User type
       

Quantity   Permission     No

Administrator    9    Unlock/manage
    

001-009

Common unlock user   291   Pick the lock
    

010-300

The total number of users is 300. Each user ID can correspond to a user

information. No. 001-009 for the management user, No. 010-300 for the

ordinary unlock user. There are 50 fingerprints, 100 passwords, 100 cards

and 50 faces.

After unpacking, please check carefully according to the list. If you find any 
omissions, please ask us for it in time.

1

2

3

4

Name 

5

Ref 

1

1

2

2

1

Outside panel  

1. Product List

Inside panel
 
Card
 
Key 

Accessory  kit

Quantity



打开后面板电池盖，找到复位键，按住复位键5秒，根据

提示“即将恢复出厂状态，按#键确认，要退出，请按*键”，

键进行确认，等待几秒钟后才能收到，初始化“成功提示。

卡片开锁 卡片容量100组，配置2张感应卡；

机械钥匙
配置2把钥匙，请妥善保管钥匙建议放置一把钥匙在

室外安全的地方，以备不时之需；

小程序 可选配置 涂鸦智能” App，安装后可远程开锁；“

供电方式  四节7号干电池供电 / USB接口

设置管理员

可自由选择密码、指纹或感应卡设置管理员，至少设置

一个管理员，最多设置5个(任意一个管理员都可以删除，

但至少可以保留一个管理员);

报警功能 低压报警、乱试锁定；

出厂状态

在出厂状态下，用户容量是空的，任何的指纹、感应卡

或者输入出厂密码 123456” ??????“

（注: 如果用户设置了新密码，出厂密码将自动失效）

初始化设置

2.2 Product Introduction

Factory state

Mobile 

Unlocking method

App TUYA WI-FI

Administrator Password, The vein or card can be freely 
selected, at least one administrator.

Alarm Function
Low battery alarm, trial and error locking 
alarm

In the factory state, there is no any user 
and administrator information. At this 
time, any fingerprint or card or enter the 
factory password "123456#" to unlock 
the door. If there are administrators 
registered, the factory password will be 
invalid  automatically.

20%~93%

≤70 UA ≤160A 

300  users

＜ 0.01%

-25℃~70℃

Voltage

Current

Keyboard backlit

The vein recogni-
tion speed

False The vein 
identification rate

Password length

Relative humidity

Standby power 
consumption

The amount of 
storage

The vein reject 
truthfulness

Operating temper-
ature

6.9V

Face recognition / Vein recognition / Password
 / Card / Mechanical key / Mobile phone app.

-8.0V

≤500mA

Independence LED

＜1s

6-9 digits

＜0.005%



3.1 Enter  Management  Menu  Operation

To  wake  the 
touch screen, 
press  the “*” key 
and then press  
  “#” key

Enter Administrator  
menu(Initial pass-
word 123456)

3.2 Administrator Setting 

1. Administrator 
2. Regular users 
3. System setup 
4. Statistics and 
    records

1. Registered 
  Administrator 
2. Delete the 
  administrator

Pick 1

Pick2

Please enter management informa-
tion (fingerprint  card  password) 
press # sign to register face

Note: A common user can only be entered after an administrator is entered, 
and the currently logged in administrator cannot delete own number.

Suggestion: Do not set all administrator information only with all fingerprints, all 
passwords, or all cards.

3.3 Regular  User Setting

1. Administrator 
2. Regular users 
3. System setup 
4. Statistics and 
   records

Please enter 
the existing 
number
  ————

Admin, delete 
successfully

Pick 1

1. Administrator 
2. Regular users 
3. System setup 
4. Statistics and 
   records

1. Sign up for 
    regular users 
2. Delete regular 
    users

Pick 1

Pick 2

Please  enter  General  Information 
(fingerprint  /card  /password  /Press
 # sign  to  register  a  face)

Please enter 
the number
  ————

Regular  user, 
delete successfully

Pick 1

Note: Press “*” to return to the previous menu.



3.4 System Setup

1.Time Settings 
2.Voice volume 
    settings 
3.System Initialization 
4.Advanced settings

1. Administrator 
2. Regular users 
3. System setup 
4. Statistics and 
    records

1. Unlock function 
   settings 
2. Check switch 
   settings 
3. Facial function
   settings 
4. Networking 
   settings

Pick4

1. Open Door Record 
    Query 
2. Store information 
    statistics 
3. Version number

Open Door Journal (1/x) 
user 001 fingerprint 
2021-01-01  00: 00

1. Administrator 
2. Regular users 
3. System setup 
4. Statistics and 
    records

Pick1

       16512137
（000-000-000）
        52

1. By administrator 
2. By regular user

3.5 Statistics And Records

1.Language (Chinese)
2. Volume (High) 

 1. Lock-back time (3s)
 2. Delay Lock (00S)
 3. Anti-skid switch (on)
 4. Verification Method 
   (single)

1. Test (on)
2. Detection distance 
   (high)
3. Testing of stay 
   (off)
4. Stay Alarm Sound 
    (on) 

1. Enter the net 
2. Exit the net

Enter the time you want to set, and press the 
“#” key to determine. Format: for 12:00 on 20 
August 2019, Enter “1908201200”

System 
initialization

1. Face (on)
2. Face detection 
    voice (on) 

1. Unlock direction 
2. Reversal Time 
3. Torque
4. NFC function 
    settings

Unlock left

Unlock right

Low torque motor

Motor torque

High torque motor

Turn o ffencryption

Turn on the encryption

3.6 Turn On The Encryption

Pick2

Pick3

Pick1

Pick2

Pick3

Pick4

Pick1

Pick2

Pick1

Pick2

Pick3

Pick1

Pick2

Pick3

Pick1

Pick2

Pick3

Pick4

Pick1

Pick2

Pick3

Pick4

888+#



5.0 Daily Maintenance And Precautions:

1. Always keep lubricant in the transmission part of the mortise lock to keep 
it rotating smoothly and prolong the service life. It is recommended to check 
once every six months or a year, and check whether the fixing screws are 
loose at the same time.

2. After the battery low voltage alarm, please replace the battery in time to 
ensure the normal use of the door lock.

3. After using the door lock surface or fingerprint identification area for a long 
time, the surface will be dirty or wet, please wipe it gently with a dry soft cloth.

4. When the lock head is difficult to Insert and remove the key during use, you 
can put a little graphite powder or pencil powder in the groove of the lock cyli-
nder. Do not add any other oil to lubricate, so as to avoid the grease sticking 
to the internal parts.

5. Do not let corrosive substances come into contact with the lock surface, so 
as not to damage the protective layer of the lock surface.

6. Do not hang objects from the handle.

7. Please keep the emergency mechanical key in a safe place.

Inside left   Open on the left

Indoor

Outside

Right outInside right

4.0 Open Direction Graphic

3.7 Other Functions

1. Wake-up method: Touch the panel or touch the fingerprint to wake up the 
door lock, and face recognition can also wake up the door lock.

2. Low-voltage alarm: Every time the door is opened, the real-time power level 
will be detected and displayed. There are 5 battery slots. When the power level 
is lower than 10-20%, the display will remind the user.

3. Input error alarm: When the fingerprint/password/card verification fails for 5 
consecutive times, the system will be locked for 180s.

4. Tamper-resistant alarm: When the system detects that the door lock is being 
forcibly removed, it will trigger an alarm. The alarm can be disarmed by verify-
ing the unlock or re-powering on. After each alarm, it needs to be re-powered 
to trigger again.

5. Password anti-peeping function: When using a password to open the door, 
you can add some irrelevant codes before and after the correct password, such 
as: "X your password XXX", and then press "#" to confirm. The positive pass-
word must be included in the input content.

6. Exit: If there is no further operation for more than 10 seconds after each 
operation, the system will automatically exit.

   

Indoor
Indoor Indoor

Outside
Outside

Outside

Note:Please confirm the door opening direction before installing the door lock.

   



6.2 Connect To The Internet 

1) Press "*""#"and administrator information enter administrator setting, press
    "3" enter system setting.

2) Following the voice guide, press"4"advanced setting, press"4"network setting.

3) Log in the TUYA  using the registered account then show "Add Device" and 
    select "camera/lock" then choose "lock wi fi", enter Wi finame and password, 
    press "Next" to enable net pairing between locks and the App.

Tuya Smar

Tuya lnc.

Open

6.1 Download TUYA  APP

1) Please make sure you already register the administrator information 
    on the lock.

2) Down load TUYA APP on mobile phone, register account on TUYA APP.

Mobile APP (TUYA  WI-FI) Operation Instructions

t



4) Click "confirm the indicator is blinking rapidly" and press "Next" . lt takes a 
little time to distribute the network, please be patient. Once the net pairing 
succeed, the device (lock) will show on the App.



Thank you for choosing XP Smart as your 
first choice for smart home solutions.
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